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1.0 PURPOSE AND SCOPE: 
1.1 The company collects and processes personal information or personal data, relating to its 

employees, contractors and visitors, in order to manage the working relationship, as well as to 
allow the business to meet statutory and non-statutory obligations. 
 

1.2 Lignacite Ltd is fully committed to ensuring the security and protection of the personal 
information that it holds and processes, and to provide a compliant and consistent approach to 
data protection. 

 
1.3 The company is committed to safeguarding the personal information under its remit and in 

maintaining a data protection system that is effective and fit for purpose. 
 

1.4 The purpose of this policy is to outline arrangements the company has put in place to meet its 
requirements under the General Data Protection Regulations (GDPR) and the Data Protection 
Act 1998. 

 
1.5 This policy applies to all employees at both the Brandon and Nazeing sites. 

 
2.0 POLICY: 
2.1 There are eight core data protection principles outlined in the regulations, which the company 

and all of its employees, without exception, must adhere to at all times. 
 
These principles are defined as follows: 
 
(a) Information will be processed fairly and lawfully and will not be processed unless certain 

conditions are met in relation to personal data and additional conditions are met in relation 
to sensitive personal data.  
 
These conditions require that either the employee has given consent to the processing of 
the personal data, or that the processing of the data is necessary for the various purposes 
outlined in the legislation. 
 
Sensitive personal data will only be processed with the explicit consent of the employee and 
will consist of information relating to: 
 

• Race or ethnic origin 

• Political opinions or trade union memberships 

• Religious or other beliefs 

• Physical or mental health 

• Sexual preference 

• Criminal offences, including both committed and alleged 
 

(b) Personal data will be obtained for one or more specified and lawful purposes only and not 
processed in a manner incompatible with those purposes. 
 

(c) Personal data processed will be relevant and proportionate. The company will review 
information stored in personal files at least annually to ensure that they do not contain a 
backlog of out-of-date information (as per the retention schedule), and to check if there are 
additional business reasons for storing the information. 

 
It is the responsibility of all employees to ensure that their line manager is notified of any 
relevant changes to their personal data (e.g., change of address or next of kin).










